Checklist

Date: _____________

Old Computer Name: ___________________


New Computer Name: __________________

Serial #: _____________________


Needs TMA installed _______

_____ Guest and tmersrvd account under users will be disabled and members of empty

_____ Tivoli_Admin_Privileges group must be present under groups and have local administrator account and the systems NT Authority account as members

_____ Global Groups such as Resource Domain \ Domain Admins, CARSON \ Domain Admins, CARSON \ GG_Tech_Support, CARSON \ GG-IMO-(appropriate imo group for your directorate) Local Administrator account, will be verified and added as necessary to the Administrators group

_____ Check Services for Server, Computer Browser and Tivoli Endpoint services they should be set to automatic then started

_____ Check c:\ drive security permissions, the Authenticated Users, System, and the Administrators group (from the local computer) must have Full Control, the Everyone Group must have Read & Execute permissions

_____ Install SUS registry hack

_____ The host name will be changed to reflect current-naming conventions






Print Name: ___________________________






Signature: _____________________________

If the computer does not have the tmersrvd user account, the Tivoli_Admin_Privileges group or the Tivoli Endpoint service then Tivoli need to be loaded. Check off needs TMA installed at the top of the checklist so the DOIM can ensure that this is done.

