Annex Q (Provost Marshal Support) to 7ID & FC Reg 525-3-3, Division Ready Brigade Operations 

References. See Annex W. (References)

1. SITUATION.  See Base Plan.

2. MISSION.  See Base Plan.

3. EXECUTION. 


a. Concept of the Operation. 7ID(L) Provost Marshal Office conducts area security operations to support deployment of 3BCT as part of the FORSCOM DRB mission.  Specific actions required are:


(1) Provide discipline, law, and order support as required.  Oversee all MP support requirements.



(2) Provide liaison between US customs and the deploying unit.  Coordinate US customs and MP working Dogs (K9) support as needed.



(3) Oversee physical security requirements.  Assist the deploying units in making disposition of privately owned vehicles and weapons, baggage, billets, arms room, and motor pool security, key control, and security/accountability of assigned sensitive items.  POVs will be separated from all other government property with the use of concertina wire;  each unit will control operation/security of their POV storage area.



(4) In coordination with the DTO provide deploying units with convoy escorts or traffic control as required.



(5) Assist deploying units’ crime prevention measures to meet physical security requirements.



(6) Coordinate with Fort Hood or Fort Carson Military Police and installation authorities to establish and assist in supporting a traffic circulation plan during outload and deployment of the division.



(7) Conduct coordination with the III Corps PMO for TCP support of the normal convoy movement route to SPOE.  Be prepared to coordinate a MP escort along the DOL designated Super-HET route to SPOE, if required.



(8) Divisional MPs will initially support movement of DRB #1 or smaller elements to the railhead, convoy start point, and/or airfield as needed.  On order, Corps MP units will augment and eventually replace Divisional MP forces.  External support from Corps MP forces will be required for deployments of follow-on Divisional elements.


b. General. 



(1) Force Protection is one of the four primary elements (Maneuver, Firepower, Force Protection, and Leadership) that combine to create combat power.  It conserves the fighting potential of a force.



(2) Force protection is the number one priority in all operations.  Given this priority, the Division must efficiently manage the Force Protection Program and associated OPLANS.  Guidance and procedures for the Force Protection Program and OPLANs are outlined in AR 525-15 and FM 100-5.  



(3) Risk is the greatest during periods of change or transition, and when operations become routine.  There are several transitions soldiers must face during the change to deployment operations.  These transitions occur as the unit changes from peaceful operations to possible hostile actions whether war has been declared or not, and require the focused attention of the chain of command to minimize or eliminate the risk to soldiers.  See Appendix 1 for Force Protection planning factors. 



(4) All soldiers and DA civilians will receive a Force Protection/threat awareness briefing before deploying IAW the standards required of Level I training in AR 525-13.  See Appendix 2 for recommended briefing topics. 



(5) Advance Party reconnaissance will include: 




(a) One (1) MI officer/NCO qualified to assess local threat conditions (BN/BCT S-2).




(b) One (1) MP 95BH3 Physical Security inspector (BCT MP PLT/PMO rep).




(c) Unit Level II trained Force Protection officer (desirable but not required).  



(6) Force Protection measures. Individual protective measures are measures that soldiers take into account during deployment operations.  They are measures based on basic situational awareness.  Listed below are some examples of individual protective measures that will assist soldiers during deployment operations:  




(a) Avoid routines.




(b) Maintain a low profile.




(c) Be sensitive to change in security atmosphere.




(d) Be prepared for unexpected events.




(e) Working environment awareness.




(f) Visitor control at briefings.




(g) Social and recreational activities awareness.




(h) Air, rail, and sea travel awareness.



(7) Terrorism. Terrorists pose the greatest threat to deploying soldiers.  Terrorist objectives normally fall into one of the following areas:




(a) Gain media attention for their cause.




(b) Disrupt normal operations.




(c) Promote distrust between military and local authorities.




(d) Demoralize US military and their families.




(e) Assassinate key personnel.




(f) Take hostages.




(g) Damage or destroy property.



(8) Threat Conditions. Threat conditions describe the progressive levels of security

measures for implementation in response to terrorist threats.  For further information see 

AR 525-13, (Threat Conditions).




(a) NORMAL.  Applies when there is no discernible threat of possible terrorist activity.




(b) ALPHA.  Applies when there is a general threat of possible terrorist activity.



(c) BRAVO.  Applies when an increased or more predictable threat of terrorist

activity exists.

(d) CHARLIE. Applies when an incidence occurs or intelligence indicates that some

form of terrorist action is imminent.

(e) DELTA.  Implementation applies in the immediate area where a terrorist attack has occurred or when intelligence indicates that terrorist attack is likely.

4. SERVICE SUPPORT. See Base Plan.

5. COMMAND AND SIGNAL. See Base Plan.

APPENDIXES:  1 Planning Factors





2 Sample Force Protection Briefing

1. PURPOSE.  This appendix provides deploying commanders with guidance designed to aid them in ensuring appropriate security is provided to all deployed forces.

2. OVERVIEW.  7ID(L) units are subject to deployment in support of a variety of contingencies.  Threats will vary dependent on the political climate in which the operation takes place, means of transit and the location of the operation.  Commanders must consider and plan for Force Protection in all phases of a deployment.

3. 7TH ID(L) STANDARDS.

a. Deploying Commanders will ensure Force Protection is incorporated into the planning and execution of all deployments.

b. Prior to OCONUS deployments all personnel will receive Level I Antiterrorism training in accordance with DODI 2000.16 and AR 525-13.

c. The requirements of Level I Antiterrorism training will be specifically outlined in all 7ID(L) deployment orders.

4. DEPLOYMENT CONSIDERATIONS.  Below are focus areas and questions designed to aid deploying commanders in planning and executing Force Protection operations in conjunction with deployments:

a.  Assessment of the Threat

(1) What known criminal threats are likely to threaten operations, i.e., threats of pilferage affecting sustainment operations?  What are the demonstrated capabilities of the various threats?

(2) What is the terrorist threat in the AO?

(3) Are there any areas that soldiers should avoid due to criminal or terrorist threats?

(4) Could operations be affected by civil disturbances protesting US policy?

(5) Are there other threats such as para-military organizations or hostile intelligence that may target operations?

(6) In the absence of a known threat, what are the most likely threats?

b. Assess vulnerabilities and protective measures in the AO

(1) What facilities will the deploying force occupy (tent city vs. hard site)(urban or rural location)?

(2) What type of perimeter? Barriers? Lighting?

(3) What type of facilities are available for AA&E, classified, high dollar and sensitive items, i.e., motor pools, warehouses arms rooms, etc.

1. PURPOSE.  To provide guidance for Force Protection briefings for soldiers.

2. GENERAL.


a. Unit Commander



(1) Mission



(2) Commander’s Intent



(3) Task Organization


b. G3/S3



(1) THREATCON



(2) EEFI


c. G2/S2



(1) Terrorist Threats/Groups



(2) Potential Threat Targets



(3) Methods of Threat solicitation of information


d. Provost Marshal.  Security Assessment.


e. Public Affairs Officer



(1) Media Guidance



(2) Actions in a media encounter


f. Safety 



(1) Accident prevention

(2) Injury prevention

g. Medical Officer



(1) Acclimatization


(2) Prevention of hot/cold weather injuries



(3) Threat from vegetation and animals

(4) Preventive medicine

Level of Training
Target Audience
Minimum Training Standard

Level I (Negligible/ Low Threat)

Conducted within six months prior to travel
Soldiers, DA Civilians, and family members deploying/ traveling on government orders


Deploying or traveling to Negligible or Low Terrorist Threat Level Areas

TO BE DONE PRIOR TO ANY OCONUS TRAVEL. THIS INCLUDES PCS, LEAVE TRAVEL AND DEPLOYMENTS
· View AT Awareness Videos:

  -  TVT 19-79; Intro to Terrorism

  -  TVT 19-125; Self-Protection Measures Against Terrorism, Part I

  -  TVT 19-125; Self-Protection Measures Against Terrorism, Part II

  -  TVT 19-81; Surveillance Detection

·   AT Awareness Handouts:

  -  JS Guide 5260; “Service Member’s Personal Protection Guide: A Self-Help Handbook to Combating Terrorism” July 1996

  -  GTA 21-3-11; “Individual Protective Measures” May 1990 

  -  Recent AOR update for area of travel

Level I (Medium/ High Threat)

Conducted within 6 months prior to travel
Soldiers, DA Civilians, and family members deploying/ traveling on government orders.

Deploying or traveling to Medium or High Terrorist Threat Level Areas

TO BE DONE PRIOR TO ANY OCONUS TRAVEL. THIS INCLUDES PCS, LEAVE TRAVEL AND DEPLOYMENTS
· Same requirements as above, plus:

· Instruction by qualified instructor using USAMPS developed lesson plans:

  -  Intro to Terrorism (RJ1200)

  -  Terrorism Operations (RJ1205)

  -  Individual & Unit Protective Measures (RJ1215)

  -  Hostage Survival Techniques (RJ1225)

  -  Terrorist Surveillance Detection (RJ1235)

Qualified instructor = Level II qualified, or formal training in AT individual protection; O-6 determines if qualified

Level II

FP Officer

Must be E-6 or above
FP Officers who are then certified/current to serve as the Commanders FP advisor, and provide Level I instruction and training for hostage/kidnapping situations

*  Every Div HQ, BDE HQ

BN and Sep CO must have one. Soldier is appointed and detailed on orders

*  O-6 may sign exemption waiver in lieu of FPUAC


· Attend USAMPS’s “The Force Protection Unit Advisors Course” or FPUAC MTT. Both  40hr POI

Module A:  FP Level I Training

  -  Intro to Terrorism (RJ1200)

  -  Terrorism Operations (RJ1205)

  -  Individual & Unit Protective Measures (RJ1215)

  -  Hostage Survival Techniques (RJ1225)

  -  Terrorist Surveillance Detection (RJ1235)

Module B:  Force Protection Advisor Training

  -  Physical Security

  -  Information Management

  -  THREATCON Measures

  -  Risk Management

  -  Bomb Threat Management & Improvised Explosive Devices

  -  Case Studies

Level III
O-5/O-6 Commanders
· “Implement the Army’s Force Protection Program”

  -  Taught in branch PCCs & Garrison Command Course

Level IV

(optional)
O-6 to O-8 Commanders/ personnel who are responsible for FP programs or involved in FP policy, planning and execution
Executive level seminar providing pertinent current updates, briefings, panel discussions topics.  Seminar will conclude with a tabletop FP wargame aimed at facilitating interaction and discussion among the participants.
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