New  Connectivity to Ft. Carson DOIM Automation Backbone and/or Network

Applying for connectivity to the DOIM backbone and/or network for a building in your unit/directorate involves more than the initial Capability Request (CAPR).  Your unit’s Information Management Officer (IMO) and Information Assurance Security Officer (IASO; formerly ISSO) will need to meet Ft. Carson standards before connectivity is granted to users and workstations associated with the new connectivity within the building.

Ft. Carson operates under the DOD Information Technology Security Certification and Assurance Process  (DITSCAP).  Further, Ft. Carson has established operating system, service pack and antiviral standards which must be met.  All of these, plus some basic logistical issues and Point of Contact (POC) references are included in the New Connectivity Checklist and attached appendices.

Please review the checklist and begin coordination of all of the issues as soon as possible.  All of these can and should be begun simultaneously.  Some of them may take some time to coordinate based on your unit’s current accreditation packet, workstation status, and user status.  All pieces of the checklist must be completed prior to being granted access.  The goal is to have these issues resolved before the physical connections are finished to avoid delays in usage.  

Please contact me with questions or concerns, 

Shari Maiers

Chief, Plans and Programs Branch

Directorate of Information Management

526-1300

New Connectivity Checklist

1. Submit a CAPR (Appendix A) to the DOIM.  Your project request will then be given to a Project Manager who will contact you.

2. Coordinate a walk through site survey with the DOIM Project Manager.  The Project Manager will prepare an itemized cost estimate for your consideration.

3. If you decide to proceed with the project, MIPR funds to DOIM.  Please be aware that the cost estimate is accurate for approximately 3 months.  If too much time passes between the given estimate and the time the funds are MIPERed, another survey and/or estimate will have to be performed.  Any changes in requirements may also require a new survey and estimate.  Therefore, prompt actions are recommended.

4. Contact your IASO to prepare accreditation information requested in Appendix B.  Submit the necessary data through Information Assurance (526-1386) to verify that DITSCAP standards are met for security

5. Contact your IMO and verify that the CPUs to be connected to the backbone have the following:

a. Network Interface Card (NIC)

b. Network Cable

c. Current approved Service Packs, Hot Fixes and Antiviral Software

d. Only authorized and licensed software loaded

e. Applications for special firewall rules, connectivity requirements external to your building and/or Ft. Carson  or required connections associated with special needs for web-sited applications or other servers, if necessary. 

6. If  the connectivity will provide service to new users, complete and submit Ft. Carson Form 1001 (FormFlow document) to acquire user accounts, email accounts, etc.  

Submitting a CAPR 

To Submit a CAPR:

Call the Help Desk at 526-2270. 

Be prepared to describe the type of service or support needed, specific locations, and phone number and name of the knowledgeable P.O.C.

Appendix A

	 Network Accreditation Information


	 1. Check one

           FORMCHECKBOX 
 Update        FORMCHECKBOX 
 New

	 2. Connection Type

    FORMCHECKBOX 
 Networked

    FORMCHECKBOX 
 Stand Alone


	  3. Stamis System?

      FORMCHECKBOX 
 Yes

      FORMCHECKBOX 
 No
	 4. Type of Item (Check one)

    FORMCHECKBOX 
 Desktop/WorkStation      FORMCHECKBOX 
 Printer       FORMCHECKBOX 
 Network Device   

    FORMCHECKBOX 
 Laptop/Notebook             FORMCHECKBOX 
 Server       FORMCHECKBOX 
 Other (specify) ____________  

	 5. Help Desk Ticket #


	 6. Unit
	 7. Building
	 8. Room:

	 9. Serial Number


	 10. Make
	 11. Model

	 12. Number of CPUs
	 13. CPU Speed
	 14. Hard Drive Size
	 15. Amt of Memory

	 16. Additional Drives (if applicable)

        FORMCHECKBOX 
 Zip Drive      FORMCHECKBOX 
 CD Burner      FORMCHECKBOX 
 DVD


	 17. Norton Managed?

       FORMCHECKBOX 
 Yes     FORMCHECKBOX 
 No
	 18. Last Update

	 19. Operating System

       
	 20. OS Service Pack

	 21. Software Installed

	 22. NETBIOS Name
	 23. MAC Address
	 24. IP (if known or DHCP)
	 25. Domain

	26. POC Information

	 a. IMO (name and phone number)
	 b. IASO (name and phone number)

	 c. User (name and phone number)

	27. Network Information (if known)

	 a. Wall Port
	 b. Patch Panel Port
	 c. Switch Port
	 d. Blade Port
	 e. Switch Blade

	28. Information Assurance Use



	 a. Ref Number
	b. In Asset Database

     FORMCHECKBOX 
 Yes     FORMCHECKBOX 
 No
	 c. Date Accredited
	 d. Scan Date
	 e. Scan Results

     FORMCHECKBOX 
 Pass     FORMCHECKBOX 
 Fail
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