



MEMORANDUM FOR Record

SUBJECT:  SOP for Video Teleconferencing (VTC) Services

1.  Proponent:  The Fort Carson Directorate of Information Management (DOIM) is the proponent for all VTC services on Fort Carson.

2.  Descriptions:

 
a.   Video teleconferencing (VTC) is an interactive tool that combines the use of video, computing, and communications technologies to allow people in different locations to meet face-to-face to conduct a conference in real-time.  

b. Point-to-point VTC is a conference involving one VTC system connecting to another VTC system.    

C. Multi-point VTC involves three or more VTC systems and utilizes a multi-point conference unit (MCU) to allow multiple participants into the same conference. 

d. Common user VTC facilities are operated and maintained by the Fort Carson DOIM for use by all Fort Carson supported customers on a first come, first served, basis.

e. Functional user VTC facilities are owned, operated, and maintained by the user.

d. An audio conference is a voice only teleconference that can be held with a regular telephone or a VTC system.  An audio only participant may join a multi-point VTC, but will be limited to only the audible portion of the conference.

3. Common User VTC Facilities and Locations:


a. The main common user VTC facility in located in building 1430, room 208.  It provides both secure and non-secure point-to-point and multi-point VTC services.  This facility provides multiple communications technology connection capabilities, to include; ISDN, Internet Protocol (IP), INMARSAT, and dial-up and dedicated circuit to the Defense Video Services Global (DVSG) network.


b. The DOIM auxiliary VTC facility is located in building 1550, room 1053.  It provides both secure and non-secure point-to-point and multi-point VTC services.  This facility provides multiple communications technology connection capabilities, to include; ISDN, Internet Protocol (IP), INMARSAT and dial-up to the Defense Video Services Global (DVSG) network.

4.  Responsibilities:  

a. Customers of common user facilities:  


1)  Be familiar with requirements of this SOP when scheduling and using these facilities. To schedule a conference, call 526-5162.


2)  Provide funding via pre-determined arrangement with the DOIM for any costs incurred for overtime or long distance charges.
b. Functional user VTC facility operators:


1)  Maintain a VTC facility SOP for each facility.
2).  Schedule all conferences through the DOIM MCU to ensure the most cost effective communications means is used for each conference.

3)  Register each VTC facility with the DOIM VTC services manger.
4) Ensure primary and sufficient back-up facilitators are available and adequately trained.

5).  Any ISDN lines for VTC use will have only local area calling service for connection to the Fort Carson MCU.

c.  DOIM:

1).  The DOIM is responsible for managing and establishing policy for all VTC services on Fort Carson.

2).  Reviews and approves all VTC acquisitions for use on Fort Carson to ensure compliance with applicable DoD standards and this SOP.  Assists customers with acquisitions, as needed.

3.  Assists customers with processing accreditation documentation for VTC systems.

4).  Provides assistance with installation and connectivity to the Fort Carson network.  Vendor provided installation and maintenance is required for purchase due to the complexity of VTC systems.

5).  Schedules and manages MCU services for all VTC facilities on Fort Carson.  

6).  Exercises management control over all VTC systems on Fort Carson to ensure the most cost effective use of communications technology.  

d.  Designated Approval Authority:


1).  Establishes procedures for submission of VTC systems for approval.


2).  Is the sole approval authority of all VTC systems to be used on Fort Carson  
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APPENDIX 1
AFZC-GC

MEMORANDUM FOR SEE DISTRIBUTION

SUBJECT:  Video Teleconference Standard Operating Procedures (SOP)

1. Purpose. To establish procedures for dealing with the VTC facility in Bldg 1430, RM 238.

2. Applicability.  Procedures apply to all Fort Carson Directorates and Major Subordinate units.

3. Responsibility. It is the responsibility of each Directorate and unit assigned to Fort Carson to read and become familiar with the contents of this SOP.

4. This document is considered a living document and will be updated as needed by the VTC office just as you would update your SOP as changes are received.

5. The POC for this SOP is Ms Melissa Staats at 526-5162.

MICHAEL RESTY JR.

COL, CM

Garrison Commander

HQ, FORT CARSON

VIDEOTELECONFERENCE FACILITY

BLDG 1430, RM 238

PURPOSE:  This SOP prescribes the policies and procedures for the video teleconferencing (VTC) facility.

1. Procedures

a. The following procedures will be used for scheduling conferences.

(1) The customer will coordinate the request with the facilitator to determine availability of dates and times for studio usage. Please provide 8-10 days for coordination.

(2) The customer will then check with the points of contact at the conference locations to determine their availability for a conference at the specified date and time.

(3) The customer will make an official request to the facilitator who will then place the request in the reservation system.  The facilitator must provide date, time length of conference, requestor’s location, and points of contact, coordinator, conference subject, and security level of the conference.

(4) After the request has been coordinated/approved and the time slot scheduled in the system, the facilitator will notify the requestor and verify the reservation data.

(5) After verification, the requestor will contact the conferees at all locations involved in the conference and verify date and times.

(6) If a requester has a justified request for a conference on a particular date and normal time slots are already filled, the user may request other than normal operation hours.  All user conflicts of times will be settled between users and not the facilitators.

(7) Requests for conferences will be scheduled with the command group having priority. All calls are subject to time change.

(8) Available time slots may be requested and held tentatively while a conference is being set up.

(9) Recurring conferences can be scheduled up to one (1) year in advance.

2. Connection Capabilities

(1) ISDN- through BRI lines connection is made thru telephone lines

(2) IP (internet protocol) connection through computer lines and will need IP address and LAN connection.

(3) INMARSAT- satellites need to be programmed with the right numbers to dial.

(4) DVSG- (Defense Video Services Global) dedicated T1 all calls must be scheduled thru AT&T.

(5) Secure/Unsecure Multi-conferencing Units- Bridging units that allow different protocols to be connected.

3. Conference Room Operational Policy:

a. The following policies apply to the actual videoconference.

(1) There will be no smoking, eating or drinking allowed within the studio.  This must be strictly enforced due to the fact that it will cause damage to the video equipment.

(2) If the customer wants the conference recorded, permission must be granted by the coordinator/originator of the conference. 

(3) If the customer requires additional time, this must be arranged with the distant end or the Controlling MCU at least 30 minutes prior to the end of the ongoing conference. Time may then be extended if there are no other conference conflicts.

b. The following policies apply to a secure video teleconference.

(1) Facilitator must have a SECRET security clearance.  Keying material is stored in a secure safe. 

(2) The customer is responsible for providing a listing of cleared attendees and verified through the local security office.  Attendees not on the list will not be allowed to remain in the conference room during a secure conference.

(3) Immediately following the conference, the user and facilitator will ensure all classified materials are removed from the studio.  An unclassified graphic or logo must be transmitted after all classified conferences to ensure no classified freeze frame images are held in the system.

(4) The entrance door will remain locked for the entire duration of the secure conference.

(5) The telephone disconnect switches will be placed in secure mode so no add-on telephone connections will be allowed.

(6) If a secure conference is video recorded, the videotape will be marked with the appropriate classification, and a cover letter denoting classification will be placed around the videotape box.  This letter should be prepared prior to the secure conference and be provided by the customer.  The videotape becomes a classified document and must be removed from the studio by the customer immediately following conference termination.

(7) If a computer is required to show graphics during a secure conference, the customer must furnish the computer. This computer needs to be a laptop or system with removable hard drive, and any classified material will be maintained/controlled IAW AR 380-5.

4. Video Teleconferences

(1) All Moral Recreational and Welfare calls should be coordinated thru parent unit. If the unit cannot support those type calls, time coordination remain the same. The requesting unit will provide a military person to oversee the coordination of the Family Readiness Group.

(2)  The requesting unit will be responsible for allocating funds for any potential VTC long distance charges and any VTC operator overtime pay that might be incurred.

b. Conference Room Facilitator Responsibilities:

(1) All lighting in the conference rooms shall be set by the facilitator prior to the presentation according to the standards set for optimal viewing of presentations.

(2) Facilitators will inspect each conference room each morning for operational status of equipment. The daily equipment checklist will be initialed and filed for future reference.

(3) All problems will be reported to the immediate supervisor immediately, who will notify A/V maintenance and the COR.

(4) The A/V maintenance supervisor will fix the problem or provide an alternate solution for immediate conference room use. (Equipment swap, loan, rental, etc.)

(5) Facilitator will load backup copies of presentations on all computers in a room in case of failure of a system.

(6) Prior to the start of the VTC, each site VTC POC or Auxiliary POC must remain in the conference room until the bridge engineer has confirmed that the site has good audio and video, then the site VTC POC can leave the room.

(7) Mute the microphones if the participants are not engaged in conversation.

(8) Keep background noise to a minimum.

(9) Maintain a VTC facility SOP for each facility.

(10) Schedule conferences through the Fort Carson DOIM MCU to ensure the most cost effective communications means is used for each conference.

(11) Ensure primary and sufficient back-up facilitators are available and adequately trained.

(12) Any ISDN lines for VTC use will have only local area calling service for connection to the Fort Carson DOIM MCU.

e.  VTC Etiquette:

(1) Ensure all electronic devises are in the off position, (i.e. cell phones, pagers) before entering VTC studio.

(2) Name plates if needed are placed before VTC.

(3) Ensure all participants are aware of the “site being viewed icon” this icon is located on the incoming screen and is a courtesy to the participants to let them know they are being viewed.

(4) Keep all doors closed and minimize traffic during secure VTC's
APPENDIX 2

FORT CARSON

AUXILLARY VIDEOTELECONFERENCE FACILITY

(BLDG 1550, Room 1053)

STANDARD OPERATING PROCEDURES

PURPOSE:  This SOP prescribes the policies and procedures for the Auxiliary Video Teleconferencing (VTC) facility, Building 1550, Room 1053.  The mission of the Directorate of Information Management Video Teleconferencing Center is to provide auxiliary common-user VTC services, resources and support to authorized customers of Fort Carson when the main video teleconference facility is in use or otherwise unavailable.  The DOIM VTC facility provides both secure and non-secure point-to-point and multi-point VTC services.  This facility provides multiple communications technology connection capabilities, to include; ISDN, Internet Protocol (IP), INMARSAT and dial-up to the Defense Video Services Global (DVSG) network.

1. The following procedures will be used for scheduling conference room conferences:

a.   The customer will coordinate the request with the facilitator to determine availability of dates and times for studio usage.  Please provide 7 working days for coordination.

b. The customer is responsible for checking with the points of contact at each conference location to determine their availability for a conference at the specified date and time.

c. The customer will make an official request to the facilitator who will then place the request in the reservation system.  The facilitator must provide date, time length of conference, requestor’s location, point of contacts, coordinator, conference subject, and security level of the conference. This is done via phone, email, and/or web page.

d.   The standard request requires the following items:

            (1)  Name of unit/person requesting the VTC.

            (2)  Purpose of request.

            (3)  Date, time, and duration of request.

            (4)  Alternate dates and times.

            (5)  POC with name and phone number of far-end receiver.

      (6)  Telephone number where unit/person can be reached.
e.   After the request has been coordinated/approved and the time slot scheduled in the system, the facilitator will notify the requestor and verify the reservation data.  Through a phone call and/or email.  The request may be denied for any reason.  Also, the Fort Carson Director has the authority to move or cancel a VTC at any time.

f. After verification, the requestor will contact the conferees at all locations involved in the conference and verify date and times.

g. If a requester has a justified request for a conference on a particular date and normal time slots are already filled, the user may request other than normal operation hours.  All user conflicts of times will be settled between users and not the facilitators.

h. Requests for conferences will be scheduled with the command group having priority. All calls are subject to time change.

i. Available time slots may be requested and held tentatively while a conference is being set up.

j. Recurring conferences can be scheduled up to one (1) year in advance.

2. Connection Capabilities

a. ISDN (Integrated Services Digital Network) – connections are made through digital telephone lines.

b. IP (internet protocol) – connections are made through a networked connected VTC system. 

c. INMARSAT- satellite terminals dial in to our ISDN network.

d. DVSG (Defense Video Services Global) - connections are made on a dedicated or dial-up VTC communications network.

3. Conference room operational policy:

a.  The following policies apply to all conference room videoconferencing.

(1) There will be no smoking, eating or drinking allowed within the studio.  This must be strictly enforced due to the fact that it will cause damage to the video equipment.

(2) If the customer wants the conference recorded, permission must be granted by the coordinator/originator of the conference. 

(3) If the customer requires additional time, this must be arranged with the distant end or the Controlling MCU at least 30 minutes prior to the end of the ongoing conference. Time may then be extended if there are no other conference conflicts.

b. The following policies apply to a secure video teleconference.

(1) Facilitator must have a SECRET security clearance.  Keying material is stored in a secure safe. 

(2) The customer is responsible for providing a listing of cleared attendees and verified through the local security office.  Attendees not on the list will not be allowed to remain in the conference room during a secure conference.

(3)
Immediately following the conference, the user and facilitator will ensure all classified materials are removed from the studio.  An unclassified graphic or logo must be transmitted after all classified conferences to ensure no classified freeze frame images are held in the system.

(4) The entrance door will remain locked for the entire duration of the secure conference.

(5) The telephone disconnect switches will be placed in secure mode so no add-on telephone connections will be allowed.

(6) If a secure conference is video recorded, the videotape will be marked with the appropriate classification and a cover letter denoting classification will be placed around the videotape box.  This letter should be prepared prior to the secure conference and be provided by the customer.  The videotape becomes a classified document and must be removed from the studio by the customer immediately following conference termination.

(7) If a computer is required to show graphics during a secure conference, the customer must furnish the computer. This computer needs to be a laptop or system with removable hard drive, and any classified material will be maintained/controlled IAW AR 380-5.

c. Other Video Teleconferences.

(1) All moral, recreational, and welfare calls should be coordinated thru parent unit. If the unit cannot support those type calls, time coordination remain the same. The requesting unit will provide a military person to oversee the coordination of the Family Readiness Group.

(2) The requesting unit will be responsible for allocating funds for any potential VTC long distance charges and any VTC operator overtime pay that might be incurred.

d. Conference Room Facilitator Responsibilities

(1) All lighting in the conference room shall be set by the facilitator prior to the presentation according to the standards set for optimal viewing of presentations.

(2) Facilitator will inspect the conference room each morning for operational status of equipment.  The daily equipment checklist will be initialed and filed for future reference.

(3) All problems will be reported to the supervisor immediately, who will notify A/V maintenance and the COR.

(4) The A/V maintenance supervisor will fix the problem or provide an alternate solution for immediate conference room use (equipment swap, loan, rental, etc.)

(5) Facilitator will load backup copies of presentations on all computers in a room in case of failure of a system.

(6) Prior to the start of a multi-point conference VTC, the site VTC POC must remain in the conference room until the Bridge Engineer has conducted an audio and video test. Only after the engineer has confirmed that the site has good audio and video can the site VTC POC leave the room.

(7)  Mute the microphone if the participants are not engaged in conversation.

(8)  Keep background noise to a minimum.

(9)  Maintain a VTC facility SOP for each facility.

(10) Schedule all conferences through the DOIM MCU to ensure the most cost effective communications means is used for each conference.

(11) Ensure primary and sufficient back-up facilitators are available and adequately trained.

(12) Any ISDN lines for VTC use will have only local area calling service for connection to the Fort Carson MCU.

e.
VTC Etiquette

(1) Ensure the microphone is on the table before dialing into a bridge or Point-to-point. Waiting to put the microphone on the table can cause disturbances at the distant ends and audio problems on your end as well. 

(2) Ensure when setting the camera that overhead lights are not seen and the reflection of any lighting on the table are not on camera. Make sure any blinds are closed, and direct your participants to leave the room the way it was set up. 

(3) Dial into a call or bridge at least 15-30 minutes before the call begins. This allows problems to be identified and resolved prior to the start of the meeting. 

(4) If you are having problems connecting to the bridge, please call the VTC team for assistance. Do not continue to dial-in. It causes disruptions to others on the conference. 

(5) Dial into all conferences with your microphone muted. 


(6) Make sure someone is in the room when the meeting begins to ensure when the bridge, or the host of the meeting, conducts a roll-call the site is not empty. 

(7) Do not conduct "personal conversation" during a multi-point call while the bridge is attempting to bring sites on line. 

(8) Keep your system on mute when you are not speaking. Also, place your system on mute after having finished speaking until you need to speak again. 

(9) When participating in a multi-point conference, identify yourself and your location before speaking. Speak calmly and slowly, allowing the camera to adjust and focus on the speaker. 

(10) After speaking, pause to allow others to comment. There is a two second    delay in the transmission of the audio in reaching the distant end. 

(11) If your site has a banner, make sure you remove the banner and place your        camera on the participants once the conference begins. 

(12) Avoid touching your face, fidgeting or moving too much. 

(13) Small noises can be big distractions. Avoid shuffling paper, covering the microphone, tapping fingers or clicking pens. These noises are easily picked up by the microphone and transmitted to the far end. 

(14) Watch clothing colors (Contractors). Plaids and bright clothing can alter the clarity and integrity of the transmission. White clothing should also be avoided as it can "glare" under the lights. When choosing clothes for the videoconference, keep it simple—warm, solid colors are always a good choice. 

APPENDIX 3
FORT CARSON

VIDEOTELECONFERENCE FACILITY

MULTI-POINT CONFERENCE UNIT (MCU)

STANDARD OPERATING PROCEDURES

     a.  Introduction:

         (1)  Purpose: The purpose of this section is to provide procedures for using the Fort Carson secure and non-secure VTC Multi-point Conference Unit (MCU) systems.

          (2)  Mission: The VTC MCU's provide secure and non-secure multipoint VTC capability to the Fort Carson supported community.  The primary focus is in support of the command and control of deployed forces and the common-user community VTC requirements. 


          (3)  Scope: This document addresses the operation and use of the Fort Carson VTC MCU's from the user's perspective. It provides guidance on MCU services, scheduling, user responsibilities, and conferencing other agencies and theaters. 


          (4)  Background:  Video Teleconferencing is an indispensable tool for both command and control and staff coordination. The Multi-Point Control Unit (MCU) and widely distributed VTC suites enable the 7ID and Fort Carson Command and Staff elements to host classified and unclassified VTC sessions without reliance on other activities’ VTC infrastructure.  This greatly enhances the ability to effect command, control and staff coordination between forward deployed units, rear detachment elements and family support groups, and geographically dispersed commands


           (5)  Operational Capabilities: The Fort Carson MCU enables registered users to conduct both secure (SECRET High) and non-secure (Sensitive But Unclassified [SBU]), multipoint Video Teleconferences (VTC’s).
(a).   The secure VTC MCU network will support up to fifteen (15) H.320 Integrated Services Digital Network (ISDN) dial-up and eight (8) H.323 Internet Protocol (IP) end stations.  The secure MCU offers continuous presence and data rate transcoding functionality for sixteen (16) end stations.

(b).  The non-secure VTC MCU supports up to eight (8) H.320 ISDN dial-ups and eight (8) H.323 IP end stations.  The non-secure MCU also offers continuous presence and data rate transcoding functionality for eight (8) end stations.

(c). Both MCU networks can run multiple conferences of two or more end stations simultaneously until their resources for end station connections are depleted.    

     b.  Responsibilities:

         (1)  DOIM:

(a). Operates and maintains the VTC MCU’s and is responsible for engineering and installing improvements, changes, and upgrades.

(b). Generates and distributes KEYMAT to registered users.

(c). Schedules all conferences on the MCU’s, arbitrates scheduling conflicts, and disseminates the schedule.

(d). The DOIM staff develops and promotes VTC policy while acting as the primary intermediary between the users and the VTC MCU managers.


         (2)  VTC Functional Users:

(a).  Obtain, install, operate, and maintain their VTC and communications equipment.  The DOIM can provide limited support in this area.  Compatibility between user equipment and the MCU is the user's responsibility.  Therefore, coordination with DOIM prior to purchase is very important.

(b). When scheduling conferences, users must fully identify all other participants (i.e., VTC facility POC's, connection information, & customer POC) and must perform all coordination with those participants.

(c). During conferences, users are responsible for conducting the conference.

(d). Users must register their VTC facilities with FORT CARSON DOIM and must accredit their facilities for classified operations.

(e). Users must notify DOIM of any changes to the information provided on the registration form within seven days.

(f). Users must contact their servicing Tech Control Facility or telecommunications service provider for circuit/path problems.

         (3)  MCU Managers:

(a). Operate and maintain VTC services and equipment for the DOIM.

(b). Provide limited customer assistance to users in the greater Fort Carson community.

(c). Provide telephonic assistance to users beyond this Community.

(d). Provide VTC network oversight and control.

     c.  Fort Carson MCU Services:

         (1)  General: The MCU is normally manned from 0730 - 1630 Monday through Friday and during all scheduled conferences. MCU personnel respond to emergency service requests and circuit restoration requests at the direction of the DOIM Network Operation Center (NOC) during non-manned periods. MCU personnel will respond to these call-outs within two (2) hours after notification by NOC.

         (2)  Multipoint Conferencing: The MCU’s provide secure and non-secure multipoint conferencing to registered users. The MCU’s have the capability to link the dedicated users to other VTC facilities world-wide through dial up connections. Users with dial-up access may use the MCU for multipoint conferences or to connect to dedicated users.

         (3)  Help Desk: The DOIM operates a Help Desk to assist registered users in resolving technical and procedural problems encountered while accessing or using the MCU. The help desk is available from 0700 to 1700 on normal duty days at 526-2270.

         (4)  Scheduling System: Audio and/or video conferences are scheduled by the DOIM VTC services managers using scheduling software which establishes the participating conference facilities, starts and ends conferences on the MCU’s, and implements selected conferencing features as requested by users. Users must contact the managers to schedule conferences at 526-5162 and/or to be registered to request conferences via the online web-based scheduling program.

 
      d.  Procedures:

         (1)  MCU Facilities:   The MCU is manned during normally scheduled business hours; from 0730 to 1630, Monday through Friday and at other times when a conference is scheduled. Emergency VTC services are normally not practical due to the long coordination lead-times required.  However, to request emergency VTC services during non-duty hours, users must call the DOIM trouble desk at 526-2270. The MCU facilities and services are available on a first come first served basis, with priority given to Command and Control users. If a user needs to schedule a VTC facility at a time already reserved by another user, he should coordinate directly with that user to resolve the conflict. If the other user is unable to reschedule his conference, then the scheduling conflict will go to the DOIM for resolution.  Other VTC facilities are available on post.

         (2)  User Equipment: The Fort Carson VTC MCU’s support the H.320 & H.323 family of standards and protocols. User VTC equipment must be compatible with the MCU’s. Users must register their VTC facilities (each CODEC) before these facilities are allowed to access the MCU. The purpose of registering VTC facilities is to provide the MCU with information needed to provide efficient and trouble-free service. For secure conferencing, dial-up users must obtain KIV-7 encryption devices.  The DOIM can assist if needed.

         (3)  Accessing the MCU: VTC facilities will access the MCU using ISDN or INMARSAT dial-up service or internet IP connections. The MCU’s support rate adaptation. When dialing-in with an IMUX, the user may be able to conference at rates up to 384 Kb/s. The IMUX must support Bonding Mode 1 circuit bundling. All dial-in participants in a multipoint conference are responsible for dialing into the assigned port (via the designated phone number). The MCU’s can dial out to connect to participants when required.

         (4)  CONUS/OCONUS/Inter-Service Conferences: The primary purpose of the two MCU’s is to provide multipoint VTC capability for Fort Carson users. Calls to other agencies, CONUS, and other Theaters can be coordinated with the DOIM VTC managers or made through the DISN Video Services-Global (DVS-G) service. 

         (5)  Scheduling: Specified unit representatives, staff sections, and MSC's are provided access to the scheduling and reservation application.  Conferences should be scheduled as far in advance as possible to insure the availability of the participants and MCU resources. When scheduling a conference, the user must be prepared to fully identify all participating VTC facilities.  As a minimum, the MCU operators need to know the POC, phone number, email address, type of video network, type of encryption device (secure only), and phone number in the VTC facility. Schedulers must ensure a 30 minute audio/video check period is scheduled prior to the conference start and be cognizant of the ending period of the conference. Extensions of conferences must be coordinated with NLT 15 minutes prior to the scheduled ending of the conference.

         (6) Conducting the Conference: Users are responsible for conducting their own conferences, either using voice activation or chairperson control to determine who is seen and heard.



APPENDIX 4
FORT CARSON

VIDEOTELECONFERENCE FACILITY

ACQUISITION INSTRUCTIONS
Ft. Carson VTC Acquisition Instructions

VTC Purchases

All IT purchases, to include any hardware, software, services and contracts for VTC use of any kind, must be coordinated through the DOIM Information Management Officer, 526-0676.  A copy of the Purchase Request Form, the specifications and the quote must be brought to the DOIM for approval prior to purchase.

New VTC Suites and Projects

All new VTC suites and projects must be coordinated through the DOIM Plans and Programs Branch.  Customers may submit a work order through Remedy or the DOIM Help Desk 526-2270.

APPENDIX 5

FORT CARSON VTC MCU Registration Form

Information and instructions:

These Mau’s provide multipoint VTC capability for both command and control and common user requirements. Both secure (US SECRET high) and non-secure (UNCLASSIFIED) service will be provided. Organizations wishing to use the secure or non-secure MCU service must complete the attached registration form for each of their VTC facilities. The information contained in the registration form is necessary for providing quality service to users and for planning upgrades/expansion to the MCU.

The completed registration form must be sent to the DOIM VTC managers Fax – 719-526-5846. After a registration form has been received and processed, the newly registered VTC facility will be assigned a unique 4 character designator to be used when scheduling conferences or reporting problems. The MCU will contact the VTC facility POC to schedule a test call to validate interoperability. Questions for this form can be answered at 526-5162 or 526-4352.



Part I Unit Information
Organization Name ________________________________________________

Unit Mailing Address _____________________________________________

Technical Point of Contact _______________________________________

Phone Number _____________________________________________________

Fax Number _______________________________________________________

Email Address ____________________________________________________

Scheduling Point of Contact_______________________________________

Phone Number _____________________________________________________

Fax Number _______________________________________________________

Email Address ____________________________________________________

Type of service requested: Secure___ Non-secure___ Date Required _________

Part II Equipment Information
Location of VTC equipment:

   Address ______________________________________________________

   Building _____________________________________________________

    Room # _______________________________________________________

    Phone number at VTC equipment/facility _______________________

VTC Equipment

   Make_____________Model____________Software Version_____________
   Codec ____________________________________________________________

   IMUX _____________________________________________________________

   Terminal Adapter _________________________________________________

   COMSEC Device ____________________________________________________

Other peripheral equipment  (cameras, document cameras, T.120 devices, microphones, mixers, etc.)
__________________________________________________________________

Source of maintenance support - Name, phone, fax, email

__________________________________________________________________

__________________________________________________________________

Is the equipment deployable? _____________________________________

Part III COMSEC Information
(If requesting non-secure service only, skip to next section)

COMSEC Custodian:

-   Name _______________________________________________

-   Organization _______________________________________

-   Phone ______________________________________________

-   Fax ________________________________________________

-   Email ______________________________________________

-   Capable of electronic Key transfers? _______________

Include a copy of the signed Letter of Accreditation for

your secure VTC facility.

Part IV Communications
Phone Numbers of ISDN lines _____________________________________

_________________________________________________________________

CCSD (circuit number) for directly connected VTC facilities

_________________________________________________________________

Part V Other Information
_________________________________________________________________

_________________________________________________________________

_________________________________________________________________

_________________________________________________________________

_________________________________________________________________

_________________________________________________________________

_________________________________________________________________


